A SHIFTING GEOPOLITICAL ~— : .
AND ECONOMIC ORDER " SMART CITIES ARE NOT “CITIES”
THEY ARE MINIMIUM SECURITY PRISONS

For several decades now, political
analysts, economists, and national
defense strategists have been
concerned that the West — and the
United States in particular — is
losing its geopolitical, economic,
and technological edge to emerging
powers — Russia and China
specifically — that are hostile to
longstanding pillars of Western
society such as representative
government, the rule of law, the
enforceability of contracts and the
protection of free markets and
enterprise.

This pamphlet is designed to
provide an overview of the
challenges we face in this area.

Will the oncoming

“5G Internet of Things”
“Build Back Better”

“4th Industrial Revolution”
of robots and drones
strengthen America’s
Constitution or destroy it?
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MODERN CHINA:
AN INVENTION OF
KISSINGER & ASSOCIATES

The mainstream media and the “alt” media
refuse to acknowledge simply history and the
role of American elites in creating, funding,
coddling and providing technology to the
anti-American Chinese Communist Party:

“China’s quest for preeminence —
powered by economic might, cutting- edge
technology, and an increasingly powerful
military — proceeds outward through the
Indo-Pacific to encompass the globe. It in-
cludes the reshaping of international orga-
nizations, a domain critical to the CCP’s ef-
forts to remake the norms and standards
of global ‘governance.”

-The Elements of the China Challenge, 2020

GLOBAL POWER PLAYS:
RUSSIA

The Soviet Union, like Communist China, was
a total creation of ‘The West’. Professor Antony
Sutton showed in his multiple works, the
financing of both the Soviet Union and Nation-
al Socialist Germany by the banking and
financial classes of the United States and
Europe. Vladimir Putin’s government is no dif-
ferent. According to a Joint Statement issued
by China and Russia:

“The sides support the deepened strategic
partnership within BRICS, promote the
expanded cooperation in three main areas:
politics and security, economy and finance,
and humanitarian exchanges. In particular,

Russia and China intend to encourage
interaction in the fields of public health,
digital economy, science, innovation and
technology, including artificial intelligence
technologies, as well as the increased
coordination between BRICS countries on
international platforms."

-Joint Statement, 2022

HOW RUSSIA, CHINA AND
ISRAEL COOPERATE AGAINST
AMERICAN INTERESTS

>- Israel has a long history of stealing United

States technology and on-selling to enemies
of the United States.

>- Israel has a long history of co-operation with

Russia, dating back to 1917 and the Stalinist
Cold War era.

-0- The vast majority of Israeli cyber experts are

Ukrainian and Russian born or recent immi-
grants.

>- Element of Israeli intelligence have warned
that Israel is heavily penetrated by Russian

GRU and SVU assets.

>- Key U.S technology and cyber is handled by

Israeli coders and companies including all Mi-
crosoft products including Windows & the
Azure Cloud.

>- Russia has gained access to all the key code
of Microsoft products via their intelligence pen-

etration of Israel.

- Israeli & Russian penetration of US critical

infrastructure has come through Israel’s
Talpiot Program and Unit 8200 military
intelligence units.




